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Abstract of the contribution: This contribution proposes a solution for KI#8 to identify traffic flows from the tethered devices behind UE.  

1.	Discussion
[bookmark: _Hlk99100636][bookmark: OLE_LINK3][bookmark: OLE_LINK4]As described in the clause 5.8 of TR 23.700-70, the following aspects will be studied for KI#8:
-	Study whether and how to identify traffic flows from the tethered devices behind the UE from the uplink traffic (e.g. traffic from different tethered devices may be mapped to different QoS Flows to enable QoS differentiation).
[bookmark: _GoBack]This paper is to discuss and resolve how to identify uplink traffic flows from the tethered devices behind the UE.

2.	Text proposal
It is proposed to agree the following in clause 6 of TR 23.700-70:
* * * Start of change (all new text) * * * 
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc151529983]6.X	Solution #X Identify traffic flows from the tethered devices behind UE
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc151529984]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]The following solution corresponds to the Key Issues #8 on enhancement for UE with the tethered devices.

[bookmark: _Toc151529985]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]The tethered devices may transfer different type of uplink traffic (e.g. Audio, Video etc.) to UE, which should be mapped to different QoS flows correspondingly.
For the tethered devices behind the same UE, the UE can provide the tethered device ID for each tethered device to the SMF. The SMF establishes a dedicated QoS flow for each tethered device and generates the corresponding QoS rule. Based on the QoS rule and mapping information (mapping among QFI, tethered device ID, tethered device address), the UE can map the UL traffic received from tethered device to corresponding QoS flow.
[bookmark: _Toc151529986]6.X.3	Procedures


Figure 6.x.3-1: Identify traffic flows from the tethered devices behind UE
1.	Tethered device(s) provide the capability information to UE via the connection established between tethered device(s) and UE. The capability information may include the supported IP protocol(s) (i.e. IPv4, IPv6, IPv4v6).
NOTE:	Interaction between tethered device and UE is out of scope of this specification.
2.	The UE initiates the UE Requested PDU Session Establishment/Modification procedure by the transmission of a NAS message. The NAS message includes the tethered device ID(s). 
	During the PDU Session Establishment procedure, the UE sets the requested PDU Session Type based on its IP stack capability and the capability information receives in step 1.
3.	The AMF sends Nsmf_PDUSession_CreateSMContext Request or Nsmf_PDUSession_UpdateSMContext Request to SMF. 
4.	The SMF checks whether the QoS flow for the tethered device (e.g. associates with the tethered device ID) is existing and it can support the QoS requirement. If not, the SMF establishes a dedicated QoS flow for each tethered device and generates the corresponding QoS rule.
5.	The SMF sends PDU Session Establishment Accept/ PDU Session Modification Command with QoS rule(s) to UE via AMF. The QoS rule(s) includes the Packet Filter Set for uplink, and optionally includes the tethered device ID(s).
6.	The UE maintains the mapping information among QFI, tethered device ID, tethered device address (e.g. tethered device IP address, port number, MAC address).
7.	When UE receives UL traffic from tethered device, it maps the traffic to corresponding QoS flow based on the QoS rule and mapping information.

[bookmark: _Toc151529987]6.X.4	Impacts on services, entities and interfaces
UE:
-	Provides the tethered device ID to SMF.
-	Sets the requested PDU Session Type based on its IP stack capability and the capability information of tethered device.
-	Maintains the mapping information among QFI, tethered device ID, tethered device address.
-	Maps the UL traffic received from tethered device to corresponding QoS flow based on the QoS rule and mapping information.

SMF:
-	Established a dedicated QoS flow for each tethered device and generates the corresponding QoS rule.


* * * End of change * * * 
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